Homework #2                                         
Program Security
1.) Identify the most popular virus (malicious software) in the world today. 
a. What is the source of this information?

b. Provide a brief explanation of this virus and the virus classification (virus, worm, Trojan, etc.)

c. How does this virus affect the computer system? (think technical)

d. What is the signature of this virus?

e. How is this virus eradicated? (something besides using virus software)

2.) If you were creating your own virus/malicious software checker, theorize the components and algorithm needed for implementation.  This is a “very” open ended question and is based upon your own software requirements for you checker.

3.) List three controls that could be applied to help prevent a salami attack.  How would teach of these controls help? 


4.) An electronic mail system could be used to leak information.  First explain the ways that leakage could occur. Then identify controls that could be applied to detect or prevent leakage.

5.) Is it best to use only one family of products on a computer system like Microsoft Products (Word, Excel, Windows, Internet Explorer)?  Or does this raise other security concerns?  Develop reasoning in support of your answer.  You should keep in mind the use of controls (Section 3.5)
